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1 Locating an Unhealthy Backend Server
Using Access Logs

Scenarios
With LTS, you can view logs of requests to shared load balancers at Layer 7 and
analyze response status codes to quickly locate unhealthy backend servers.

Preparations
● You have created a shared load balancer that can work at Layer 7.
● You have enabled LTS.

Creating a Log Group
1. Log in to the management console.

2. In the upper left corner of the page, click  and select the desired region
and project.

3. Hover on  in the upper left corner to display Service List and choose
Management & Governance > Log Tank Service.

4. In the navigation pane on the left, choose Log Management.
5. On the displayed page, click Create Log Group. In the displayed dialog box,

enter a name for the log group.
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6. Click OK.

Creating a Log Stream
1. Locate the created log group and click its name.
2. Click Create Log Stream. In the displayed dialog box, enter a name for the

log stream.

Figure 1-1 Creating a log stream
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3. Click OK.

Configuring Access Logging
1. Click Service List. Under Networking, click Elastic Load Balance.
2. Locate the load balancer and click its name.
3. Under Access Logs, click Configure Access Log.
4. Enable access logging and select the created log group and log stream.
5. Click OK.

NO TICE

Ensure that the log group is in the same region as the load balancer.

Viewing Access Logs
● On the ELB console, click the name of the load balancer and click Access

Logs to view logs.

● On the LTS console, go to the page that displays all log streams, locate the
log stream and click View or Search in the Operation column.

Locating the Server

The following is a log that records an exception:

1554944564.344 - [2019-04-11T09:02:44+08:00] elb 10.133.251.171:51527 500 "GET http://10.154.73.58/
lrange/guestbook HTTP/1.1" 411 3726 3545 19.028 "500" "0.009" "19.028" "19.028" "172.17.0.82:3000" 
"Mozilla/5.0 (Windows NT 6.1; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/
73.0.3683.103 Safari/537.36" "http://10.154.73.58:5971/" "-" loadbalancer_ed0f790b-
e194-4657-9f97-53426227099e listener_b21dd0a9-690a-4945-950e-b134095c6bd9 
6b6aaf84d72b40fcb2d2b9b28f6a0b83

Log analysis

At 09:02:44 GMT+08:00 of April 11, 2019, the load balancer received a GET/
HTTP/1.1 request from the client (whose IP address and port number are
10.133.251.171 and 51527 respectively) and then routed the request to a backend
server (which uses 172.17.0.82 and port 3000 to receive requests). The load
balancer then received 500 Internal Server Error from the backend server and
returned the status code to the client.

Analysis result

The backend server was abnormal and failed to respond to the request.
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NO TE

172.17.0.82:3000 is the private IP address of the backend server.
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2 Viewing Traffic Usage

Scenarios
For livestreaming platforms, traffic often increases suddenly, which make the
service unstable. To address this issue, most of them use ELB to distribute traffic.
By working with Cloud Eye, ELB allows you to monitor the traffic usage in real
time. You can view the traffic consumed by the EIPs bound to public network load
balancers to better balance your application workloads.

Prerequisites
Load balancers are running properly.

The associated backend servers are running normally and are not deleted or in the
stopped or faulty state.

Viewing Traffic Usage of the Bound EIP
1. Log in to the management console.

2. In the upper left corner of the page, click  and select the desired region
and project.

3. Click Service List. Under Networking, click Virtual Private Cloud.
4. In the navigation pane on the left, choose Elastic IP and Bandwidth > EIPs.
5. Locate the EIP bound to the load balancer and click its name. On the

Bandwidth page, you can view the data for the last 1, 3, 12 hours, last day, or
last 7 days.
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Figure 2-1 EIP traffic usage

Table 2-1 EIP and bandwidth metrics

Metric Meaning Value
Range

Monitored
Object

Monitor
ing
Period
(Raw
Data)

Outbound
Bandwidt
h
(originally
named
"Upstrea
m
Bandwidt
h")

Network rate of
outbound traffic

≥ 0 bits/s Bandwidth
or EIP

1
minute

Inbound
Bandwidt
h
(originally
named
"Downstr
eam
Bandwidt
h")

Network rate of inbound
traffic

≥ 0 bits/s Bandwidth
or EIP

1
minute

Outbound
Bandwidt
h Usage

Usage of outbound
bandwidth in
percentage.

0–100% Bandwidth
or EIP

1
minute

Inbound
Bandwidt
h Usage

Usage of inbound
bandwidth in the unit of
percent.

0–100% Bandwidth
or EIP

1
minute
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Metric Meaning Value
Range

Monitored
Object

Monitor
ing
Period
(Raw
Data)

Outbound
Traffic
(originally
named
"Upstrea
m
Traffic")

Network traffic going
out of the cloud
platform

≥ 0 bytes Bandwidth
or EIP

1
minute

Inbound
Traffic
(originally
named
"Downstr
eam
Traffic")

Network traffic going
into the cloud platform

≥ 0 bytes Bandwidth
or EIP

1
minute

 

Viewing Load Balancer Traffic Metrics
1. Log in to the management console.

2. In the upper left corner of the page, click  and select the desired region
and project.

3. Click Service List. Under Networking, click Elastic Load Balance.
4. Locate the load balancer and click its name.
5. Click the Monitoring tab, select load balancer for Dimension, and view the

graphs of inbound and outbound rates.
You can view data from the last 1, 3, 12 hours, last day, or the last 7 days. For
details, see ELB Metrics.
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3 Routing Traffic to Backend Servers in
Different VPCs

3.1 Overview

Scenarios
You have servers both in VPCs and your on-premises data center and want load
balancers to distribute incoming traffic across these servers.

This section describes how you can use a load balancer to route incoming traffic
across cloud and on-premises servers.

Figure 3-1 Routing traffic across cloud and on-premises servers

Solution
Dedicated load balancers can satisfy your needs. You can enable IP as a Backend
when creating a dedicated load balancer and associate on-premises servers with
this dedicated load balancer using their IP addresses.

As shown in Figure 3-2, ELB can realize hybrid load balancing.

● You can associate the servers in the same VPC as the load balancer no matter
whether you enable IP as a Backend.
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● If you enable IP as a Backend:
– You can associate on-premises servers with the load balancer after the

on-premises data center is connected to the cloud through Direct
Connect or VPN.

– You can also associate the servers in other VPCs different from the load
balancer after the VPCs are connected to the VPC where the load
balancer is running over VPC peering connections.

– You can associate backend servers in the same VPC where the load
balancer is running.

Figure 3-2 Associating servers with the load balancer

Advantages

You can add servers in the VPC where the load balancer is created, in a different
VPC, or in an on-premises data center, by using private IP addresses of the servers
to the backend server group of the load balancer. In this way, incoming traffic can
be flexibly distributed to cloud servers and on-premises servers for hybrid load
balancing.

● You can add backend servers in the same VPC as the load balancer.
● You can add backend servers in a VPC that is not the VPC where the load

balancer is running by establishing a VPC peering connection between the
two VPCs.

● You can add backend servers in your on-premises data center with the load
balancer by connecting your on-premises data center to the cloud through
Direct Connect or VPN.

Restrictions and Limitations

When you add IP as backend servers, note the following:

● If you do not enable the function when you create a load balancer, you can
still enable it on the Basic Information page of the load balancer.

● IP as backend servers must use IPv4 addresses.
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● IP as backend servers cannot use public IP addresses or IP addresses from the
VPC where the load balancer works. Otherwise, requests cannot be routed to
backend servers.

● The subnet where the load balancer works must have at least 16 IP addresses.
Otherwise, IP as backend servers cannot be added. You can add more subnets
for more IP addresses on the Basic Information page of the load balancer.

● Security group rules of IP as backend servers must allow traffic from the
subnet of the load balancer. Otherwise, health checks will fail.

● IP as a Backend cannot be disabled after it is enabled.

3.2 Routing Traffic to Backend Servers in Different
VPCs from the Load Balancer

Scenarios

You can use ELB to route traffic to backend servers in two VPCs connected over a
VPC peering connection.

Solution
● A dedicated load balancer named ELB-Test is running in VPC-Test-01

(172.18.0.0/24).

● An ECS named ECS-Test is running in VPC-Test-02 (172.17.0.0/24).

● IP as a Backend is enabled for the dedicated load balancer ELB-Test, and
ECS-Test in VPC-Test-02 (172.17.0.0/24) is added to the backend server
group associated with ELB-Test.

Figure 3-3 Topology

Advantages

You can enable IP as a Backend for the dedicated load balancer to route incoming
traffic to servers in different VPCs from the load balancer.
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Resource and Cost Planning
The estimated cost (CNY 782.78) provided in this document is for reference only.
The actual cost shown on the Huawei Cloud console is used.

Table 3-1 Resource planning

Resource
Type

Resource Name Description Quantit
y

VPC VPC-Test-01 The VPC where ELB-Test is
running:
172.18.0.0/24

1

VPC-Test-02 The VPC where ECS-Test is
running:
172.17.0.0/24

1

VPC peering
connection

Peering-Test The connection that connects
the VPC where ELB-Test is
running and the VPC where
ECS-Test is running
Local VPC: 172.18.0.0/24
Peer VPC: 172.17.0.0/24

1

Route table Route-VPC-Test-01 The route table of VPC-Test-01
Destination: 172.17.0.0/24

1

Route-VPC-Test-02 The route table of VPC-Test-02
Destination: 172.18.0.0/24

1

ELB ELB-Test The dedicated load balancer 1

EIP EIP-Test The EIP (119.3.233.52) bound
to ELB-Test
119.3.233.52

1

ECS ECS-Test The ECS works in VPC-Test-02
Private IP address:
172.17.0.145

1
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Operation Process

Figure 3-4 Process of associating servers in a VPC that is different from the
dedicated load balancer

Creating VPCs

Step 1 Log in to the management console.

Step 2 Under Networking, select Virtual Private Cloud. On the Virtual Private Cloud
page displayed, click Create VPC.

Step 3 Configure the parameters as follows and click Create Now. For details on how to
create a VPC, see the Virtual Private Cloud User Guide.

● Name: VPC-Test-01

● IPv4 CIDR Block: 172.18.0.0/24

● Configure other parameters as required.
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Figure 3-5 Creating VPC-Test-01

Step 4 Repeat Step 2 and Step 3 to create the other VPC.
● Name: VPC-Test-02
● IPv4 CIDR Block: 172.17.0.0/24
● Configure other parameters as required.

Figure 3-6 Creating VPC-Test-02

----End
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Creating a VPC Peering Connection

Step 1 In the navigation pane on the left, click VPC Peering.

Step 2 In the upper right corner, click Create VPC Peering Connection.

Step 3 Configure the parameters as follows and click OK. For details on how to create a
VPC peering connection, see the Virtual Private Cloud User Guide.
● Name: Peering-Test
● Local VPC: VPC-Test-01
● Peer VPC: VPC-Test-02
● Configure other parameters as required.

Figure 3-7 Creating Peering-Test

----End
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Adding Routes for the VPC Peering Connection

Step 1 In the navigation pane on the left, click Route Tables.

Step 2 In the upper right corner, click Create Route Table.

Step 3 Configure the parameters as follows and click OK. For details on how to create a
route table, see the Virtual Private Cloud User Guide.
● Name: Route-VPC-Test-01
● VPC: VPC-Test-01
● Destination: 172.17.0.0/24
● Next Hop Type: VPC peering connection
● Next Hop: Peering-Test

Figure 3-8 Creating Route-VPC-Test-01

Step 4 Repeat 3 and 4 to create the other route table.
● Name: Route-VPC-Test-02
● VPC: VPC-Test-02
● Destination: 172.18.0.0/24
● Next Hop Type: VPC peering connection
● Next Hop: Peering-Test

----End

Creating an ECS

Step 1 Under Computing, click Elastic Cloud Server.
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Step 2 In the upper right corner, click Buy ECS.

Step 3 Select VPC-Test-02 as the VPC and set ECS Name to ECS-Test. Configure other
parameters as required. For details, see Elastic Cloud Server User Guide.

Figure 3-9 Buying ECS-Test

Step 4 Deploy Nginx on the ECS.

Figure 3-10 Deploying Nginx on ECS-Test

----End

Buying a Dedicated Load Balancer and Adding an HTTP Listener and a
Backend Server Group to the Load Balancer

Step 1 Under Networking, click Elastic Load Balance.

Step 2 In the upper right corner, click Buy Elastic Load Balancer.

Step 3 Configure the parameters as follows. For details, see Elastic Load Balance User
Guide.
● Type: Dedicated
● IP as a Backend: Enable
● VPC: VPC-Test-01
● Name: ELB-Test
● Configure other parameters as required.

Figure 3-11 Buying ELB-Test
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Step 4 Add an HTTP listener and a backend server group to the dedicated load balancer.
For details, see Elastic Load Balance User Guide.

Figure 3-12 HTTP listener and backend server group

----End

Adding the ECS to the Backend Server Group

Step 1 Locate the created dedicated load balancer and click its name ELB-Test.

Step 2 On the Listeners tab page, locate the HTTP listener added to the dedicated load
balancer and click its name.

Step 3 In the Backend Server Groups tab on the right, click IP as Backend Servers.

Figure 3-13 IP as backend servers

Step 4 Click Add IP as Backend Server, configure the parameters, and click OK. For
details, see Elastic Load Balance User Guide.
● Backend Server IP Address: 172.17.0.145 (private IP address of ECS-Test)
● Backend Port: the port enabled for Nginx on ECS-Test
● Weight: Set this parameter as required.
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Figure 3-14 Adding ECS-Test using its IP address

----End

Verifying Traffic Routing

Step 1 Locate the dedicated load balancer ELB-Test and click More in the Operation
column.

Step 2 Select Bind IPv4 EIP to bind an EIP (119.3.233.52) to ELB-Test.

Figure 3-15 EIP bound to the load balancer

Step 3 Enter http://119.3.233.52/ in the address box of your browser to access the
dedicated load balancer. If the following page is displayed, the load balancer
routes the request to ECS-Test, which processes the request and returns the
requested page.
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Figure 3-16 Verifying that the request is routed to ECS-Test

----End

3.3 Routing Traffic to Backend Servers in the Same VPC
as the Load Balancer

Scenarios
You can route traffic to backend servers in the VPC where the load balancer is
running.

Solution
● A dedicated load balancer ELB-Test is running in a VPC named vpc-peering

(10.1.0.0/16).
● The backend server ECS-Test is also running in vpc-peering (10.1.0.0/16).
● ECS-Test needs to be added to the backend server group associated with ELB-

Test.
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Figure 3-17 Adding a backend server in the same VPC as the load balancer

Advantages

You can add servers in the same VPC as the load balancer to the backend server
group of the load balancer and then route incoming traffic to the servers.

Resource and Cost Planning

The estimated cost (CNY 782.78) provided in this document is for reference only.
The actual cost shown on the Huawei Cloud console is used.

Table 3-2 Resource planning

Resource
Type

Resource Name Description Quantit
y

VPC vpc-peering The VPC where ELB-Test and
ECS-Test are running:
10.1.0.0/16

1

VPC peering
connection

Peering-Test The connection that connects
the VPC where ELB-Test is
running and other VPCs
Local VPC: 10.1.0.0/16
Peer VPC: any VPC

1
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Resource
Type

Resource Name Description Quantit
y

Route table Route-VPC-Test-01 The route table of VPC-Test-01
Destination: 10.1.0.0/16

1

ELB ELB-Test The dedicated load balancer
named ELB-Test
Private IP address: 10.1.0.9

1

EIP EIP-Test The EIP (120.46.131.153)
bound to ELB-Test
120.46.131.153

1

ECS ECS-Test The ECS works in vpc-peering
Private IP address: 10.1.0.56

1

 

Operation Process

Figure 3-18 Process for adding backend servers in the same VPC as the load
balancer
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Creating a VPC

Step 1 Log in to the management console.

Step 2 Under Networking, select Virtual Private Cloud. On the Virtual Private Cloud
page displayed, click Create VPC.

Step 3 Configure the parameters as follows and click Create Now. For details on how to
create a VPC, see the Virtual Private Cloud User Guide.
● Name: vpc-peering
● IPv4 CIDR Block: 10.1.0.0/16
● Configure other parameters as required.

Figure 3-19 Creating vpc-peering

----End

Creating a VPC Peering Connection

Step 1 In the navigation pane on the left, click VPC Peering.

Step 2 In the upper right corner, click Create VPC Peering Connection.
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Step 3 Configure the parameters as follows and click OK. For details on how to create a
VPC peering connection, see the Virtual Private Cloud User Guide.
● Name: Peering-Test
● Local VPC: vpc-peering
● Peer VPC: any VPC
● Configure other parameters as required.

Figure 3-20 Creating Peering-Test

----End

Adding Routes for the VPC Peering Connection

Step 1 In the navigation pane on the left, click Route Tables.

Step 2 In the upper right corner, click Create Route Table.

Step 3 Configure the parameters as follows and click OK. For details on how to create a
route table, see the Virtual Private Cloud User Guide.
● Name: Route-VPC-Test-01
● VPC: vpc-peering
● Destination: 10.1.0.0/16
● Next Hop Type: VPC peering connection
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● Next Hop: Peering-Test

Figure 3-21 Creating Route-VPC-Test-01

----End

Creating an ECS

Step 1 Under Computing, click Elastic Cloud Server.

Step 2 In the upper right corner, click Buy ECS.

Step 3 Configure the parameters as required. For details, see Elastic Cloud Server User
Guide.

Select vpc-peering for VPC and set Name to ECS-Test.

Figure 3-22 Buying ECS-Test

Step 4 Deploy Nginx on the ECS.
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Figure 3-23 Deploying Nginx on ECS-Test

----End

Buying a Dedicated Load Balancer and Adding an HTTP Listener and a
Backend Server Group to the Load Balancer

Step 1 Under Networking, click Elastic Load Balance.

Step 2 In the upper right corner, click Buy Elastic Load Balancer.

Step 3 Configure the parameters as follows. For details, see Elastic Load Balance User
Guide.
● Type: Dedicated
● IP as a Backend: Enable
● VPC: vpc-peering
● Name: ELB-Test
● Configure other parameters as required.

Figure 3-24 Creating a dedicated load balancer named ELB-Test

Step 4 Add an HTTP listener and a backend server group to the created dedicated load
balancer. For details, see Elastic Load Balance User Guide.

----End

Adding the ECS to the Backend Server Group

Step 1 Locate the dedicated load balancer and click its name ELB-Test.

Step 2 On the Listeners tab page, locate the HTTP listener added to the dedicated load
balancer and click its name.

Step 3 In the Backend Server Groups tab on the right, click IP as Backend Servers.

Step 4 Click Add IP as Backend Server, configure the parameters, and click OK. For
details, see Elastic Load Balance User Guide.
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● Backend Server IP Address: 10.1.0.56 (private IP address of ECS-Test)

● Backend Port: the port enabled for Nginx on ECS-Test

● Weight: Configure this parameter as required.

Figure 3-25 Adding IP as backend servers

----End

Verifying Traffic Routing

Step 1 Locate the dedicated load balancer ELB-Test and click More in the Operation
column.

Step 2 Select Bind IPv4 EIP to bind an EIP (120.46.131.153) to ELB-Test.

Figure 3-26 EIP bound to the load balancer

Step 3 Enter http://120.46.131.153/ in the address box of your browser to access the
dedicated load balancer. If the following page is displayed, the load balancer
routes the request to ECS-Test. After receiving the request from the load balancer,
ECS-Test processes the request and returns the requested page.

Figure 3-27 Verifying traffic routing

----End

Elastic Load Balance
Best Practice

3 Routing Traffic to Backend Servers in Different
VPCs

Issue 01 (2022-03-30) Copyright © Huawei Technologies Co., Ltd. 26



4 Using Advanced Forwarding for
Application Iteration

Scenarios
As the business grows, you may need to upgrade your application. Both the old
and new versions are used. Now, the new version is optimized based on users'
feedback, and you want all the users to use the new version. In this process, you
can use advanced forwarding to route requests to different versions.

Prerequisites
● A HUAWEI CLOUD account is available and real-name authentication has

been completed.
● The account is not in arrears and the account balance is sufficient to pay for

the resources involved in this best practice.
● Six ECSs are available, with three having the application of the old version

deployed and the other three having the new version deployed.
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Process for Configuring Advanced Forwarding

Figure 4-1 Flowchart

Table 4-1 Resource planning

Resource Name Resource Type Description

ELB-Test Dedicated load
balancer

Only dedicated load balancers support
advanced forwarding.

Server_Group-
Test01

Backend server
group

Used to manage the ECSs where the
application of the old version is deployed.

Server_Group-
Test02

Backend server
group

Used to manage the ECSs where the
application of the new version is
deployed.

ECS01 ECS Used to deploy the application of the old
version and added to Server_Group-
Test01.

ECS02 ECS Used to deploy the application of the old
version and added to Server_Group-
Test01.

ECS03 ECS Used to deploy the application of the old
version and added to Server_Group-
Test01.
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Resource Name Resource Type Description

ECS04 ECS Used to deploy the application of the
new version and added to Server_Group-
Test02.

ECS05 ECS Used to deploy the application of the
new version and added to Server_Group-
Test02.

ECS06 ECS Used to deploy the application of the
new version and added to Server_Group-
Test02.

 

NO TE

In this practice, the dedicated load balancer is in the same VPC as the ECSs. You can also
add servers in a different VPC or in an on-premises data center as needed. For details, see
Routing Traffic to Backend Servers in Different VPCs.

Configuring a Dedicated Load Balancer

Step 1 Log in to the management console.

Step 2 Under Networking, click Elastic Load Balance.

Step 3 In the upper right corner, click Buy Elastic Load Balancer.

Step 4 Create a dedicated load balancer ELB-Test. Configure the parameters as follows.
For details, see Elastic Load Balance User Guide.
● Type: Dedicated
● Name: ELB-Test
● Configure other parameters as required.

Step 5 Add an HTTP listener to ELB-Test. For details, see Elastic Load Balance User
Guide.

Figure 4-2 HTTP listener

Step 6 Enable advanced forwarding. For details, see Elastic Load Balance User Guide
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Figure 4-3 Enabling advanced forwarding

----End

Creating Backend Server Groups and Adding Backend Servers

Step 1 Locate ELB-Test and click its name.

Step 2 On the Listeners tab, click Create Backend Server Group in the upper right
corner.
● Name: Server_Group-Test01
● Backend Protocol: HTTP
● Configure other parameters as required.

Step 3 Repeat Step 2 to create backend server group Server_Group-Test02.

Figure 4-4 Backend server groups

Step 4 Add ECS01, ECS02, and ECS03 to backend server group Server_Group-Test01.

Step 5 Add ECS04, ECS05, and ECS06 to backend server group Server_Group-Test02

----End

Forwarding Requests to Different Versions of the Application based on HTTP
Request Methods

Configure two advanced forwarding policies with the HTTP request method as the
condition to route GET and DELETE requests to the application of the old version
and POST and PUT requests to the application of the new version. When the
application of the new version runs stably, direct all the requests to the
application.
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Figure 4-5 Forwarding requests based on HTTP request methods

Step 1 Locate the dedicated load balancer and click its name ELB-Test.

Step 2 On the Listeners tab page, locate the HTTP listener added to the dedicated load
balancer and click its name.

Step 3 On the Forwarding Policies tab page on the right, click Add Forwarding Policy
to forward GET and DELETE requests to the old version.

Select GET and DELETE from the HTTP request method drop-down list, select
Forward to backend server group for Action, and select Server_Group-Test01
from the Backend Server Group drop-down list.

Figure 4-6 Forwarding GET and DELETE requests to the application of the old
version

Step 4 Click Save.
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Step 5 Repeat Step 3 and Step 4 to add a forwarding policy to forward PUT and POST
requests to the application of the new version.

Select PUT and POST from the HTTP request method drop-down list, select
Forward to backend server group for Action, and select Server_Group-Test02
from the Backend Server Group drop-down list.

Figure 4-7 Forwarding PUT and POST requests to the application of the new
version

----End

Forwarding Requests to Different Versions of the Application based on HTTP
Headers

If the old version supports both Chinese and English, but the new version only
supports English because the Chinese version is still under development, you can
configure two advanced forwarding policies with the HTTP header as the condition
to route requests to the Chinese application to the old version and requests to the
English application to the new version. When the application of the new version
supports the Chinese language, direct all the requests to the application.
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Figure 4-8 Smooth application transition between the old and new versions based
on the HTTP request header

Step 1 Locate the dedicated load balancer and click its name ELB-Test.

Step 2 On the Listeners tab page, locate the HTTP listener added to the dedicated load
balancer and click its name.

Step 3 On the Forwarding Policies tab page on the right, and click Add Forwarding
Policy to forward requests to the old version.

Select HTTP header from the drop-down list, set the key to Accept-Language
and value to zh-cn, set the action to Forward to backend server group, and
select Server_Group-Test01 as the backend server group.

Figure 4-9 Forwarding requests to the application of the old version

Step 4 Click Save.
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Step 5 Repeat Step 3 and Step 4 to add a forwarding policy to forward requests to the
application of the new version.

Select HTTP header from the drop-down list, set the key to Accept-Language
and value to en-us, set the action to Forward to backend server group, and
select Server_Group-Test02 as the backend server group.

Figure 4-10 Forwarding requests to the application of the new version

----End

Forwarding Requests to Different Versions of the Application based on
Query Strings

If the application is deployed across regions, you can configure two advanced
forwarding policies with query string as the condition to forward requests to the
application in region 1 to the old version and requests to the application in region
2 to the new version. When the application of the new version runs stably, direct
all the requests to the new version.
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Figure 4-11 Forwarding requests based on query strings

NO TE

● Dedicated load balancers can distribute traffic across VPCs or regions.
● In this example, you need to use Cloud Connect to connect the VPCs in the two regions

and then use the dedicated load balancer to route traffic to backend servers in the two
regions.

Step 1 Locate the dedicated load balancer and click its name ELB-Test.

Step 2 On the Listeners tab page, locate the HTTP listener added to the dedicated load
balancer and click its name.

Step 3 On the Forwarding Policies tab page on the right, and click Add Forwarding
Policy to forward requests to application of the old version.

Select Query string from the drop-down list, set the key to region and value to
region01, set Action to Forward to backend server group, and select
Server_Group-Test01 as the backend server group.
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Figure 4-12 Forwarding requests to the old version

Step 4 Click Save.

Step 5 Repeat Step 3 and Step 4 to add a forwarding policy to forward requests to the
application of the new version.

Select Query string from the drop-down list, set the key to region and value to
region02, set Action to Forward to backend server group, and select
Server_Group-Test02 as the backend server group.

Figure 4-13 Forwarding requests to the new version

----End
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